**1640: Cyber Incident Contacts**

{Include the contact list(s) for individuals and organizations specific to a Cyber Incident. This could include staff, vendors, regulatory, law enforcement, board of directors, and any other contacts that would be relevant in a cyber incident.}

**Cyber Incident Response Team**

* Cyber Incident Manager
* Management
* Information Security
* Information Technology
* Legal (Outside Counsel)
* Public Affairs (Communications)
* Human Resources
* Business Continuity
* Facilities

**Cyber Response Vendor(s)**

* Cyber Response Vendor

**Regulatory Contacts**

* NCUA Contact
  + [NEW NCUA Online Cyber Incident Reporting System](cyberreports.ncua.gov/dcs_external?id=dcs_ext_cat_item&sys_id=8ac330ad47174e50c6cdf9ee626d43cb" \t "_blank)
  + Call the NCUA at 1-833-CYBERU (1-833-292-3728) and leave a voicemail; or,
  + Use the [National Credit Union Administration Secure Email Message Center](https://web1.zixmail.net/s/login?b=ncua" \t "_blank) (opens new window) to send a secure email to [cybercu@ncua.gov](mailto:cybercu@ncua.gov).
* State Regulatory Agency Contact

**Law Enforcement Contacts**

* Federal Bureau of Investigation (FBI) Contact
* Local/County/State Law Enforcement Contacts
* United States Secret Service Contacts {include information for the nearest office}

**Board of Director Contacts**

* Board Chair Contact
* Supervisory Committee Contacts

**Other**

* League/Association